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Para remover el Stauts Invalid como muestra To remove the Stauts Invalid as shown in the
la siguiente imagen, siga las instrucciones de following image, follow the instructions in this
este manual. manual.

L‘é At least one signature is invalid.

Paso 1 Step 1
Seleccione Edit Press Edit
@ test.pdf - Adobe Acrobat Reader DC
File View Window Help
Home Tools test.pdf x
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Paso 2 Step 2

Seleccione Preferences... Select Preferences...

Manage Tools

Preferences... Ctrl+K




Paso 3

Seleccione Signatures dentro de la columna

izquierda.

Paso 4

Preferences

Categories:
Commenting

Documents

Full Screen

General

Page Display

3D & Muttimedia
Accessibility

Adobe Online Services
Email Accounts

Forms

Identity

Internet

JavaScript

Language

Measuring (20)
Measuring (30)
Measuring (Geo)
Multimedia (legacy)
Muttimedia Trust (legacy)
Reading

Reviewing

Search

Security

Spelling
Tracker

Trust Manager
Units

Digital Signatures

Creation & Appearance

« Control options for signature creation

« Set the appearance of signatures within 2 document

Verification

« Control how and when signatures are verified

Identities & Trusted Certificates

+ Create and manage identities for signing
+ Manage credentials used to trust documents

Document Timestamping

+ Configure timestamp server settings

Security (Enhanced) I

Step 3

Select Signatures from the left column.

More...
More...
More...

More...

Cancel

Presione el boton de More... dentro de la
seccion de ldentities & Trusted Certificates.

Preferences

Categories:

Commenting
Documents
Full Screen
General

Page Display

3D & Multimedia
Accessibility

Adobe Online Services
Email Accounts
Forms

Identity

Internet

JavaScript
Language
Measuring (20)
Measuring (30)
Measuring (Geo)
Multimedia (legacy)
Multimedia Trust (legacy)
Reading

Reviewing

Search

Security

Security (Enhanced)
Signatures

Spelling

Tracker

Trust Manager
Units

Digital Signatures

Creation & Appearance

+ Control options for signature creation

 Set the appearance of signatures within a document

Verification

« Control how and when signatures are verified

Identities & Trusted Certificates

+ Create and manage identities for signing
+ Manage credentials used to trust documents

Document Timestamping

+ Configure timestamp server seftings

Step 4
Pres the More... button from the Identities &
Trusted Certificates.

More...

More...

—

More...



Paso 5 Step 5

Seleccione Trusted Certificates Select Trusted Certificates

ﬁ Digital ID and Trusted Certificate Settings X
>  DigitalIDs +_.[ V4 LEF’ # Export ¥ Refresh & Remove ID i
Name Issuer Storage Mechanism Al

User User Windows Certificate Store

:
)
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Paso 6 Step 6

Busque en el listado por un certificado Look in the list for a certificate called
llamado USERTrust RSA Certification USERTrust RSA Certification Authority
Authority
2 s e s s SN . ==
> Digital IDs / 4= Import = Export @Cenificate Details & Remove
Trusted Certificates Name Certificate Issuer Expires “

USERTrust RSA Certification Autho... USERTrust RSA Certification Auth... 2038.01,18 23:59:59 Z

< - - m B ] »
% D
USERTrust RSA Certification Authority
The USERTRUST Network
Issued by: USERTrust RSA Certification Authority

The USERTRUST Network

Valid from: 2010.02.01 00:00:00 Z

Valid to: 2038.01.18 23:59:59 Z
Intended usage: Sign Certificate (CA). Sign CRL




Paso 7 Step 7

Presione Remove Press Remove

2 Digital ID and Trusted Certificate Settings

>  DigitalIDs S Import = Export [} Certificate Details
Trusted Certificates Name ‘ Certificate Issuer Expires

USERTrust RSA Certification Autho... USERTrust RSA Certification Auth...  2038.01,18 23:59:59 Z

 — [T— D
<=

USERTrust RSA Certification Authority
The USERTRUST Network
Issued by: USERTrust RSA Certification Authority
The USERTRUST Network
Valid from: 2010.02.01 00:00:00 Z
Valid to: 2038.01.18 23:59:59 Z
Intended usage: Sign Certificate (CA). Sign CRL

Paso 8 Step 8
Presione OK Press OK
Acrobat Security - e |423_|

Are you sure you want to delete this Certificate?
c=US, st=New Jersey, |=Jersey City, o=The USERTRUST Network, cn=USERTrust
RSA Certification Authority

TCY T T T TIT

You will no longer be able to verify the identity of the owner if you do.

ok || Ccancel

B TIAT T T T AT . 0

ATENCION ATTENTION

El status de su firma digital cambiara de status | The status of your digital signature will change
a Valid, y habra culminado el proceso. Si | to Valid, and finished with the procedure. If it
cambia al status Unkown, favor de continuar | changes to status Unknown, please continue
con las siguientes instrucciones. with the following instructions.




Step 9

Paso 9
Presione sobre su certificado digital en el Press over your digital signature on the
documento. document.
e —
e BEGEH| @0RRDLE X
[1]ra | Ix | =@ [ue - | H B Tools | Comment | Share
%lﬂ-ﬂmmmm wsym.nu
3 Uuan Del iy e
Saludos: Pueblo o : m‘:‘m
 Sign & Certify
En este documento se presenta un ejemplo de certificacién digital en Adobe Acrobat Pro X. B sroccimest
& Place signature
A& AoplyInk Signature
Gracias, [ Time Stamp Document
Genesoft Labs Corporation S :::T;:‘:‘::’:y
Certify
[A)
Paso 10 Step 10

Presione sobre Signature Properties...

Press Signature Properties...

7

Signature Validation Status

Nid

IL .I Signature validity is UNKNOWN.

&

!, - The Document has not been modified since this signature was applied.
- The signer's identity is unknown because it has not been included in your list of
trusted identities and none of its parent certificates are trusted identities.

Legal Notice... J KSignature Properties...

Close




Paso 11

Presione sobre Show Certificate... 0 Show

Signer’s Certificate...

St ey
[é'_.'] Signature validity is UNKNOWN.

ada

Summary | Document | Signer | Date/Time | Legal

Signed by: [Juan Del Pueblo <jdelpueblo@bioesign.com> ( Show Certificat )

Location: [Not available

Reason: [Not available

Date: [2011/11/171034:27 -0400°
Validity Summary

% The Document has not been modified since this signature was applied.

&l The signer's identity is unknown because it has not been included in your list of
trusted identities and none of its parent certificates are trusted identities.

Signature date/time are from the clock on the signer's computer,

Signature was created using Adobe Acrobat 10.0.0.

Validate Signature

Paso 12

Presione sobre el tab de Trust.

ot . ==

This dialog allows you to view the details of a certificate and its entire issuance chain. The details
correspond to the selected entry.

[7] Show all certification paths found

Step 11

Press Show Certificate or Show Signer’s
Certificate...

Signature Properties

Signature validity is UNKNOWN.

Signing Time: 2019/09/11 14:12:55 -04'00"

Reason:
Location:
Validity Summary
The document has not been modified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document. No other changes are permitted.

The signer's identity is unknown because it has not been included in your list of
trusted certificates and none of its parent certificates are trusted certificates.

Signing time is from the clock on the signer's computer.
Signature was validated as of the signing time:
2019/09/11 14:12:55 -04'00'

Signer Info

The path from the signer's certificate to an issuer's certificate was successfully
built.

Revocation checking was ng

Advanced Properties... Validate Signature Close

Step 12

Press the Trust tab.

ficate Services

SERFirst-Client Authenticatior
MODO Client Authentication
Juan Del Pueblo <jdelpueblo

« [ttt »

Summary | Details | Revocation | Trust | Policies | Legal Notice!

&

Issued by:

Valid from:
Valid to:

Intended usage:

Juan Del PuehAielpueblu@bloeslgn.com)
Colegio de Ingerferos y Agrimensores de Puerto

COMODO Cl and Secure Email

COMODO CA Liffited i

2011/09/12 20:00:00 -04'00"
2012/09/12 19:59:59 -04'00"

Sign transaction, Encrypt keys, Email Protection,
Client Authentication

10:34:27 -04'00°
Validation Model: Shell

) The selected certificate path is valid.

The path validation checks were done at the revocation information collection time 2011/11/17




Paso 13 Step 13
Presione el botén de Add To Trusted Press the Add To Trusted Identities... or Add
Identities... o Add to Trusted Certificates... to Trusted Certificates...

This dialog toview The details t
correspond to the selected entry. 7 gt S 5 e - ki °
[E] Show all certification paths found st anchioc,
—_— . ‘ Show all certification paths found
icate Services Summary | Details | Revocation | Trust [ Policies | Legal Notice
SERFirst-Client Authenticatio Juan Del Pueblo <jdelpueblol  Summary Details Revocation Trust Policies Legal Notice
MODO Client Authentication | | This certificate is not trusted.
dusn;Petuchioigdclpuchiol Trust Settings This certificate is not trusted.
Trust Settings

% Sign documents or data I

R Certity documents ¥ Sign documents or data

% Execute dynamic content that is embedded in a K Certify documents

certified document
¥ Execute dynamic content that is embedded in a certified

3 Execute high privilege JavaScripts that are embedded in document

a certified document
Execute high privilege JavaScripts that are embedded in a
R Perform privileged system operations (networking, certified document
printing, file access, etc.)

X %

privileged system operations (networking,
file access, etc.

Add to Trusted Identi

« P B

@  Theselected certificate path i valid.
< >

The path validation checks were done at the revocation information collection time 2011/11/17
10:34:27 -0400"

@ The selected centificate path s valid.
Validation Model: Shell

‘The path validation checks were done as of the signing time:

2019/09/11 14:12:55 -04'00°
e —————— | oK

Paso 14 Step 14
Presione OK. Press OK

o

If you change the trust settings, you will need to revalidate any signatures to see
the change.

-
Acrobat Security a

Trusting certificates directly from a document is usually unwise. Are you sure
you want to do this?

oK Cancel




Paso 15 Step 15
Seleccione la opcion de Certified documents | Select Certifiec documents (A). If it is already
(A). Si ya esta seleccionada, presione OK selected, press OK (B).

(B).

Import Contact Settings e e M FR——

Certificate Details
Subject: Juan Del Pueblo <jdelpueblo@bioesign.com>
Issuer:  COMODO Client Authentication and Secure Email CA

Usage:  Sign transaction, Encrypt keys

Expiration:  9/12/2012 11:59:59 PM

Trust

A certificate used to sign a document must either be designated as a trust anchor or
chain up to a trust anchor in order for signature validation to succeed. Revocation
checking is not performed on or above a trust anchor.

[¥] Use this certificate as a trusted root

If signature validation succeeds, trust this certificate for:

Signed documents or data

A Certified documents

[7]  Dynamic content
[ Embedded high privilege JavaScript

[7]  Privileged system operations (networking, printing, fle
access, etc)

Paso 16 Step 16

Presione Ok. Presione OK.

Certficate Viewsr

e adoydog

Show il cetifcation pats found

sk senkesy Sumry | Do [ Revocaon| Trut [ Poicies | LegalNetie]
SERFiest-Client Authenticatior

MO0 Clent Authentcation

Juan Del Pueo <jdcpucio

This centificate s not trusted. |

Trust Settings

R Sign documents or dats
R Certty documents

R Execute dynamic contnt that s embedded in a
centified document

R Ecute high pruiiege JaveScripts thatare embedded in
o cetied document

| X Perform privileged system operations (networking,
peinting, fle access, etc)

| Add 1o Trusted identiies...

@  Theselected centicate path i vaid

011118
103427 0400°
Validetion Modek: Shet




Paso 17

Presione Validate Signature.

Step 17

Signature Properties

@ Signature validity is UNKNOWN.
a i

Summary | Document | Signer | Date/Time | Legal |

Signed by: [luan Del Pueblo <jdelpueblo@bioesign.com>

Reason: - [Not available

Date: Ilﬂllllllﬂ 10:34:27 -04'00" Location: |ND! available

Validity Summary

) The Document has not been modified since this signature was applied.

i The signer's identity is unknown because it has not been included in your list of
trusted identities and none of its parent certificates are trusted identities.

/i, Signature date/time are from the clock on the signer's computer.

Signature was created using Adobe Acrobat 10.0.0.

Validate Signature

Si

Press Validate Signature

I

gnature Prope

Signature is VALID, signed by Juan Del Pueblo <jdelpueblo@bioesign.com>.
éb Signing Time: 2019/09/11 14:12:55 -04'00"
Reason:
Location:
Validity Summary
The document has not been modified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document. No other changes are permitted.

The document is signed by the current user.
Signing time i from the clock on the signer's computer.
Signature was validated as of the signing time:
2019/09/11 14:12:55 -04'00"

Signer Info
Path validation checks were successful.

Revocation checking is not performed for Certificates that you have directly

trusted.
Show Signer's Certificate.

" Advanced Propertes.. | Validate Signature j Close




